
08:30 – 09:20 Gathering

09:20 – 09:30 Opening remarks

09:30 – 11:00 Tutorial on Adversarial Machine Learning
Battista Biggio, University of Cagliari

11:00 – 11:30 Coffee break

11:30 – 12:15 Learning with Perturbations
Tamir Hazan, Technion

12:15 – 13:45 Lunch

13:45 – 14:30 A Simple Explanation for the Mysterious Existence of Adversarial 
Examples with Small Hamming Distance
Adi Shamir, Weizmann Institute of Science

14:30 – 15:15 Cryptography for Privacy-Preserving Machine Learning
Morten Dahl, tf-encrypted project, Dropout Labs

15:15 – 15:45 Coffee break

15:45 – 16:30 Privacy-Preserving Data Analysis: Proofs, Algorithms, and Systems
Adria Gascon, Alan Turing Institute and University of Warwick


